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	Role Title
	Technical Support– SCCM / Patching

	Function & Dept.
	Cloud Operations / Technical Operations

	Career Growth Level
	Contributing & Developing (D)

	
CGP Descriptor
	Qualified specialists, recognised for their expertise, serving as pivotal contributors in various domains. These specialists play a vital role in influencing and shaping new business strategies, policies, practices, and content, catering to both external and internal customers. Their responsibilities may encompass problem-solving and the development and execution of purpose-driven solutions, often of a complex nature, to meet the specific needs of both external and internal customers

	Team 
	UK Infrastructure

	Reports to
	Technical Specialist – Infrastructure / Richard Millin

	Role Purpose
	To deliver technical support for endpoint management and patching systems, ensuring security, compliance, and optimal performance across the organisation’s IT environment. The role involves administering and maintaining Microsoft SCCM and related patching tools, diagnosing and resolving deployment issues, and collaborating with teams to implement updates, automate processes, and uphold service standards.

	Key Responsibilities
	Provide hands‑on technical support for SCCM administration, patch management, endpoint compliance, and automation.
Manage desktop deployment solutions using SCCM and MDT, including OS image build, capture, and deployment for Windows 10 and 11.
Coordinate patch deployment and endpoint management with UK support teams, expanding to global coverage over time.
Deliver BAU support for SCCM/MDT, troubleshooting and owning incidents, problems, and deployment failures within agreed service levels.
Perform detailed root cause analysis on recurring SCCM, patching, or managed desktop issues to prevent reoccurrence.
Ensure correct configuration of SCCM infrastructure, baselines, collections, schedules, and proactive health checks across customer environments.
Collaborate with security teams to align patching and desktop management with vulnerability remediation and audit requirements.
Support infrastructure upgrades, migrations, and hybrid SCCM/Intune integration, contributing to cloud modernisation initiatives (Azure AD, Intune).
Design and troubleshoot Group Policy to support managed desktop environments.
Provide third‑level escalation support for SCCM queries and technical issues.
Maintain accurate technical documentation, deployment guides, quick reference materials, and compliance reports to professional standards.
Drive automation and service improvements in patching, desktop deployment, and endpoint management.
Assist with audit and compliance activities, ensuring standards are met across managed desktop and patching services.

	Person Specification
	Excellent hands-on technical expertise
Determined, can-do attitude
Ability to work on own initiative as well as part of a team
Attention to detail
A good work ethic
ITIL awareness
Excellent organisation skills
[bookmark: _Int_PUTAsr00]Professional and presentable at all times.
Ability to handle difficult and demanding customer environments.
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Competencies
	
	Level 

	1.
	Technical Expertise
	Medium / High

	2
	Problem Solving & Decision Making
	Medium / High

	3.
	Process Optimisation
	Medium

	4.
	Collaboration & Stakeholder Management
	Medium

	5.
	Data Analysis & Reporting
	Medium

	6.
	Innovation & Continuous Improvement
	Medium



	Management 
Competencies
	
	Level

	1.
	Leading, Developing and Managing People 
	Medium

	2
	Problem Solving and Decision Making 
	Medium

	3.
	Influencing Others 
	Low /Medium

	4.
	Embracing the need for change
	Medium

	5.
	Thinking & Acting Strategically 
	Medium

	6.
	Planning & Analysis
	Medium

	7.
	Performance Management
	Low

	8.
	Employee Experience 
	Low/Medium

	9.
	Resourcing
	Low

	10.
	Competency Assessment 
	Medium



	Value Behaviours 

	
	Level

	1.
	Responsibility 
	High

	2.
	Passion 
	High

	3.
	Customer First 
	Medium

	4.
	Agility 
	High

	5.
	Family 
	Medium
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